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Candidates engage in Cyber
Capture the Flag events, enhancing
learning through practical
challenges.

Gamified Experiences

Collaborations with top-tier entities
like CISCO, Microsoft, AWS, and
others, offering structured training
in various cybersecurity aspects.

Diverse Training Resources

Dynamic Core Curriculum

Developed and vetted by a team
with over 300 years of combined
Tech Industry experience, ensuring
relevance and logical delivery.

Robust Curriculums

Our Services

- Inclusiveness and respect for all, regardless of
background.
- Commitment to leaving no one behind in
cybersecurity education.

Values

To offer a tiered, immersive curriculum, free or
at minimal cost, to transitioning service
members, first responders, and global learners.

Mission

Establishing a forward-looking trade school to
unify education and labor, creating pathways to
secure the future of cybersecurity.

Vision

Why Choose Us

The Whole Cyber Human Initiative (WCHI) is a pioneering
force in cybersecurity education, dedicated to equipping
individuals with comprehensive, cost-effective training.
Leveraging the power of the internet, WCHI curates robust
curriculums from reputable free training resources,
making high-quality cybersecurity education accessible to
all.

Who We Are

WCHI is spearheaded by industry veterans with extensive backgrounds
in cybersecurity, education, and leadership, driving the initiative
towards excellence and innovation.

Empowering Cybersecurity
Talent Through Innovative
and Accessible Education

Our 2023 curriculum includes a self-
paced program and an 11-week
cohort style, incorporating
mentorship, peer advice, career
transition guidance, and LinkedIn
networking assistance.



At conclusion of training, each person will
earn the title of Whole Cyber Human with
knowledge and skills in Networking
Essentials, Jr. Cyber Analyst, Network
Security, Linux Crash-Course, Intro to Cyber,
Cyber Essentials, API solutions, EDR
foundations, Vulnerability Management, and
Reporting, SIEM Fundamentals, ICS/OT
security, MITRE, Breach and Attack
Simulation, Common Vulnerability Events,
Cyber Threat Hunting, Azure Cloud
Fundamentals, AWS Cloud Fundamentals,
AWS Cloud Practitioner. While earning micro
credentials from CISCO, Rangeforce,
Fortinet, AttackIQ, Microsoft , AWS,
Department of Homeland Security, and
Idaho National Labs.

Trained in

Candidates We Serve

CORE
CURRICULUM

Veterans 

Active Duty

First Responders

Non-Mil

Retail

Non-profit

Each Whole Cyber Human Initiative
candidate is provided mandatory training at
360 hours.

Ready to Sit the following
certs:
CompTIA Network+ - CompTIA Security+

CompTIA CySA - FortiNet NSE 4

Microsoft Azure 900 - AWS Cloud Practitioner

PaloAlto PAN - CISCO CCST

Job Translations from
Curriculum:
Cloud Support Technician - Vulnerabilty Analyst

Firewall Technician - Cyber Support Specialist

Security Engineer - Cyber Threat Hunt

Security Analyst - Security Consultant

Cyber Defense Analyst - Vulnerability Manager  

Network Security Engineer - ICS/OT Cyber

Support - Vulnerability Assesor


